
Data  Protect ion Regula t ion 
 
Thank  you very  much for  your  interes t  in  our  company.  The  management  o f  
JOINT ADVENTURES -  Wal ter  Heun i s  commit ted  to  data  protec t ion.  The  
JOINT ADVENTURES -  Wal ter  Heun websi te  can be  used  wi thout  any  indicat ion 
o f  personal  data .  However ,  i f  a  person concerned  wishes  to  make  use  o f  spec ia l  
serv ices  o f  our  company v ia  our webs i te ,  i t  may  be  necessary  to  process  personal  
data .  I f  the  process ing  o f  personal  data  i s  necessary  and  there  i s  no  lega l  bas is  
for  such  process ing ,  we  genera l ly  obta in  the  consent  o f  the  person concerned .  
 
The  process ing  o f  personal  data ,  such  as  the  name,  address ,  e -mai l  address  or  
te lephone  number  o f  a  person concerned ,  i s  a lways  carr i ed  out  in  accordance  
wi th  the  Basic  Data  Protec t ion Regulat ion and  in  accordance  wi th  the  country-
spec i f ic  data  protec t ion regu lat ions  appl icab le  to  JOINT ADVENTURES -  Wal ter  
Heun.  By  means  o f  thi s  data  protec t ion declarat ion,  our  company wishes  to  
inform the  publ i c  about  the  type ,  scope  and purpose  o f  the  personal  data  
co l lec ted ,  used  and  processed  by us .  Furthermore ,  th i s  data  protec t ion 
dec larat ion wi l l  in form the  persons  concerned  about  the i r  r ights .  
 
JOINT ADVENTURES -  Wal ter  Heun,  as  the  data  contro l ler ,  has  implemented  
numerous  technica l  and  organi sat ional  measures  to  ensure  the most  complete  
poss ib le  protec t ion o f  the  personal  data  processed  v ia  th is  webs i te .  Never the less ,  
Internet-based  data  t ransmiss ions  can in  princ ip le  have securi ty  gaps ,  so  that  
abso lute  protec t ion cannot  be  guaranteed .  For  th is  reason,  each  person 
concerned  i s  f ree  to  transmi t  personal  data to  us  by  a l ternat ive  means ,  such  as  
te lephone .  
 
1 .  Terms  and Defini t ions  
 
The  pr ivacy  po l i cy o f  JOINT ADVENTURES -  Wal ter  Heun i s  based  on the  
terminology  used  by  the  European leg i s la tor  in  the  adopt ion o f  the  Data  
Protec t ion Bas ic  Regulat ion (DS-GVO).  Our  data  protec t ion dec larat ion should  
be  easy  to  read  and  unders tand  for  the  publ i c  as  we l l  as  for  our  cus tomers  and  
business  par tners .  In  order  to  guarantee  th is ,  we  would  l ike  to  expla in  the  terms  
used in  advance .  
We use  the  fo l lowing  terms  in  thi s  data  protec t ion dec larat ion:  
 
a )  Personal  data 
Personal  data  i s  any  informat ion re la t ing  to  an  identi f i ed  or  ident i f i ab le  
ind iv idual  (hereinaf ter  "data  subj ec t " ) .  A ' ' ident i f i ab le  person ' '  means  any  
natura l  person who can be  ident i f i ed ,  d i rec t ly  or  indi rec t ly ,  in  par t i cu lar  by  
re ference  to  an  ident i f i er  such as  a  name,  an  ident i f i cat ion number ,  locat ion 
data ,  an  on- l ine  identi f i er  or  one  or  more par t i cu lar  charac ter i s t ic s  which  
express  the  physica l ,  phys io logica l ,  genet i c ,  psychologica l ,  economic ,  cu l tura l  or  
soc ia l  ident i ty  o f  that  natura l  person.  
 
(b)  Data  sub j ec t  
Data  subj ec t  means  any  ident i f i ed  or  identi f i ab le  ind iv idual  whose  personal  data  
are  processed  by the  contro l ler .  
 
 



c)  Process ing 
Process ing"  means  any  operat ion or  se t  o f  operat ions  which  i s  carr i ed  out  wi th  
or  wi thout  the  a id  o f  automated  processes  and  which re la tes  to  personal  data ,  
such  as  co l lec t ion,  record ing,  organi sat ion,  sor t ing ,  s torage ,  adaptat ion or  
a l terat ion,  re t r i eva l ,  consu l ta t ion,  use ,  d isc losure  by  t ransmiss ion,  d is semination 
or  o therwise  making  avai lab le ,  a l ignment  or  as sociat ion,  qual i f i cat ion,  erasure  or  
des truct ion.  
 
(d)  Limi tat ion o f  process ing 
Limi tat ion o f  process ing  i s  the  mark ing o f  s tored  personal  data  wi th  the  a im of  
l imi t ing  thei r  fu ture  process ing .  
 
e )  Prof i l ing 
Prof i l ing  i s  any  automated  process ing  o f  personal  data  consi s t ing  o f  the  use  o f  
such  personal  data  to  eva luate  cer ta in  personal  aspects  re la t ing  to  a  natura l  
person,  in  par t icu lar  to  analyse  or  predic t  aspects  re la t ing  to  the  work  
per formance ,  economic  s i tuat ion,  hea l th ,  personal  pre ferences ,  interes t s ,  
re l i ab i l i ty ,  conduct ,  whereabouts  or  movement  o f  that  individual .  
 
( f )  Pseudonymisat ion 
Pseudonymisat ion means  the  process ing  o f  personal  data  in  such  a  way  that  the  
personal  data  can no  longer  be  a t t r ibuted  to  a  spec i f i c  data  sub jec t  wi thout  the  
prov is ion o f  addi t ional  informat ion,  provided  that  such addi t ional  informat ion 
i s  kept  separate ly  and i s  subj ec t  to  technica l  and  organi sat ional  measures  
ensur ing  that  the personal  data  are  not  a t t r ibuted to  an  ident i f i ed  or  ident i f i ab le  
ind iv idual .  
 
(g)  Contro l ler   
The  contro l ler  or  data  contro l ler  i s  the natura l  or  l ega l  person,  pub l i c  author i ty ,  
agency  or  o ther  body  which  a lone  or  j oint ly  wi th  o thers  determines  the  purposes  
and  means  o f  the  process ing o f  personal  data .  Where  the  purposes  and  means  o f  
such  process ing  are  la id  down by  Union law or  by  the  law of  the  Member  States ,  
the  contro l ler  or  contro l lers  may  be  des ignated  in  accordance  with  Union law or  
wi th  the  law of  the  Member  S tates  on the  bas i s  o f  spec i f i c  c r i ter ia .  
 
(h)  Processor  
Processor  i s  a  ind iv idual  or  lega l  person,  pub l i c  author i ty ,  agency  or  o ther  body  
which  processes  personal  data  on behal f  o f  the  contro l ler .  
 
( i )  Rec ip ient  
The  rec ipient  i s  a  indiv idual  or  lega l  person,  pub l i c  author i ty ,  agency  or  o ther  
body  to  whom personal  data  are  d i sc losed ,  whether  or  not  that  person i s  a  th i rd  
par ty .  However ,  author i t i es  which  may rece ive  personal  data  in  the  course  o f  a  
spec i f ic  inves t igat ion task  under  Union law or  the  law of  the Member  S tates  sha l l  
not  be  cons idered as  rec ip ients .  
 
( j )  Thi rd  par t i es  
Third  par ty  means  any  natura l  or  l ega l  person,  pub li c  author i ty ,  agency  or  body  
other  than the  data  sub j ec t ,  the  contro l ler ,  the  processor  and  the persons  who,  
under  the  d i rec t  respons ibi l i ty  o f  the  contro l ler  or  processor ,  are  empowered  to  
process  the personal  data .  



(k)  Consent  
Consent  sha l l  mean any  vo luntary ,  informed  and  unambiguous  express ion by  the  
data  subj ec t  o f  h is  or  her  wi l l  in  the par t i cular  case ,  in  the  form of  a  s ta tement  
or  o ther  unequivoca l  conf i rmatory  ac t ,  indicat ing  that  he  or  she  consents  to  the  
process ing  o f  hi s  or  her  personal  data .  
 
2 .  Name and  Address  o f  the  data  contro l ler  
 
The  person responsible  wi th in  the meaning o f  the  Bas ic  Data  Protec t ion 
Regulat ion,  o ther  data  protec t ion laws appl i cab le  in  the  Member S tates  o f  the  
European Union and  other  provi s ions  o f  a  data  protec t ion nature  i s  the Data  
Protec t ion Commiss ioner :  
JOINT ADVENTURES -  Wal ter  Heun 
Zie l s ta t t s t r .  10  A 
81379  Munich ,  Germany 
Germany (German) 
Phone :  Phone  +49  89  189  31  37  0 
E-mai l :  in fo@jointadventures .net  
Webs i te :  www.j ointadventures .net  
 
3 .  Cookies  
 
The  webs i tes  o f  JOINT ADVENTURES -  Wal ter  Heun use  cookies .  Cookies  are  
text  f i l e s  which  are  s tored  on a  computer  sys tem v ia  an  Internet  browser .  
Numerous  Internet  pages  and  servers  use  cookies .  Many cookies  conta in  a  so-
ca l led  cookie  ID.  A  cookie  ID i s  a  unique  ident i f i er  o f  the  cookie .  I t  cons is t s  o f  a  
s t r ing  o f  charac ters  through which  Internet  pages  and  servers  can  be  ass igned  to  
the  spec i f i c  Internet  browser  in  which  the  cookie  was  s tored .  Thi s  enab les  the  
v i s i ted  Internet  pages  and  servers  to  di s t ingui sh  the  ind iv idual  browser  o f  the 
person concerned  f rom other  Internet  browsers  that  conta in  o ther  cookies .  A  
par t i cu lar  Internet  browser  can be  recognized  and  identi f i ed  by  i t s  unique  cookie  
ID.  
Through the  use  o f  cookies ,  JOINT ADVENTURES -  Wal ter  Heun can prov ide  
users  o f  th i s  webs i te  wi th  more  user- f r i endly  serv ices  that  would not  be  poss ib le  
wi thout  the  se t t ing  o f  cookies .  
By  means  o f  a  cookie ,  the  informat ion and  of fers  on our webs i te  can be  
opt imised  in  the  interes t s  o f  the user .  As  a l ready  ment ioned ,  cookies  enab le  us  
to  recognize  the  users  o f  our  websi te .  The  purpose  o f  th i s  recognit ion i s  to  make 
i t  eas i er  for  users  to  use  our webs i te .  For  example ,  the  user  o f  a  webs i te  that  uses  
cookies  does  not  have to  re-enter  hi s  access  data  each  t ime  he v i s i t s  the  websi te  
because  thi s  i s  taken over  by the  webs i te  and  the  cookie  s tored  on the  user ' s  
computer  sys tem.  Another  example  i s  the  cookie  o f  a  shopping  basket  in  the  
onl ine  shop.  The  onl ine  shop remembers  the  i tems  that  a  cus tomer  has  p laced  in  
the  v i r tua l  shopping basket  v ia  a  cookie .  
The  person concerned can prevent  the  se t t ing  o f  cookies  by  our  webs i te  a t  any  
t ime  by  means  o f  an  appropr iate  se t t ing o f  the  Internet  browser  used and  thus  
permanent ly  ob jec t  to  the  se t t ing o f  cookies .  Furthermore ,  cookies  that  have  
a l ready  been se t  can  be  de le ted a t  any  t ime  v ia  an  Internet  browser  or  o ther  
so f tware  programs .  Thi s  i s  poss ib le  in  a l l  common Internet  browsers .  I f  the  
person concerned  deact ivates  the  se t t ing  o f  cookies  in  the  Internet  browser  used ,  
not  a l l  funct ions  o f  our  webs i te  may  be fu l ly  usab le  under  cer ta in  c i rcumstances .  

http://www.jointadventures.net/


4 .  Col lec t ion o f  Genera l  Data  and  Informat ion 
 
The  webs i te  o f  JOINT ADVENTURES -  Walter  Heun co l lec t s  a  ser i es  o f  genera l  
data  and  informat ion each  t ime a  person concerned  or  an  automated  sys tem 
accesses  the  webs i te .  These  genera l  data  and  informat ion are  s tored  in  the log  
f i l e s  o f  the  server .  The  (1)  browser  types  and  vers ions  used ,  (2)  the  operat ing  
sys tem used  by  the  access ing sys tem,  (3)  the  websi te  f rom which  an  access ing  
sys tem accesses  our  webs i te  ( so-ca l led  re ferrer) ,  (4)  the sub-s i tes  which  are  
accessed  v ia  an  access ing  sys tem on our  webs i te  can be  recorded ,  (5)  the  date  
and  t ime  of  access  to  the  websi te ,  (6)  an  Internet  protoco l  address  ( IP address ) ,  
(7)  the  Internet  serv ice  provider  o f  the  access ing  sys tem and (8)  o ther  s imi lar  
data  and  informat ion used to  aver t  dangers  in  the  event  o f  a t tacks  on our 
informat ion technology  sys tems .  
JOINT ADVENTURES -  Wal ter  Heun does  not  draw any  conc lus ions  about  the  
person concerned  when us ing  thi s  genera l  data  and  informat ion.  Thi s  
informat ion is  requi red  to  (1)  correc t ly  de l iver  the content  o f  our  websi te ,  (2)  
opt imize  the  content  o f  our  websi te  and  the  adver t i s ing for  i t ,  (3)  ensure  the 
long- term funct ional i ty  o f  our  informat ion technology  sys tems  and  the  
technology  o f  our  webs i te  and  (4)  provide law enforcement  author i t i es  wi th the  
informat ion necessary  for  cr iminal  prosecut ion in  the  event  o f  a  cyber  a t tack .  
JOINT ADVENTURES -  Wal ter  Heun therefore  eva luates  thi s  anonymous ly  
co l lec ted  data  and  informat ion both s ta t i s t ica l ly  and  wi th  the  aim of  increas ing 
data  protec t ion and  data  secur i ty  in  our  company in  order  to  u l t imate ly  ensure  
an  opt imum leve l  o f  protec t ion for  the  personal  data  processed  by  us .  The  
anonymous  data  o f  the  server  log  f i l e s  are  s tored  separate ly  f rom a l l  personal  
data  provided  by  the  person concerned .  
 
5 .  Reg i s t rat ion on our Webs i te  
 
The  data  subjec t  sha l l  have  the  poss ib i l i ty  to  reg i s ter  on the  websi te  o f  the  
contro l ler  by  prov id ing  personal  data .  The personal  data  t ransmi t ted  to  the  data  
contro l ler  in  th is  process  i s  de termined  by  the  respect ive  input  mask  used  for  
reg i s t rat ion.  The  personal  data  entered  by the  data  sub jec t  sha l l  be  co l lec ted  and  
s tored  exc lus ive ly  for  internal  use  by the  contro l ler  and  for  i ts  own purposes .  
The  contro l ler  may  arrange  for  the  data  to  be  di sc losed to  one  or  more  
processors ,  such  as  a  parce l  serv ice ,  who wi l l  a l so  use  the  personal  data  so le ly  
for  internal  purposes  a t t r ibutab le  to  the  contro l ler .  
 
By  reg i s ter ing  on the  contro l ler ' s  websi te ,  the  IP  address  as s igned  to  the data  
subj ec t  by  the  Internet  service  prov ider  ( ISP) ,  the  date  and  t ime  of  reg i s t rat ion 
are  a l so  s tored .  Thi s  data  i s  s tored  in  order  to  prevent  misuse  o f  our  serv ices  
and ,  i f  necessary ,  to  enab le  us  to  inves t igate  cr iminal  o f fences .  In  th i s  respect ,  
the  s torage  o f  thi s  data  i s  necessary  to  sa feguard  the  data  contro l ler .  These  data  
wi l l  not  be  passed  on to  th i rd  par t i es  unless  there  i s  a  l ega l  ob l igat ion to  do  so  
or  the  data  i s  used for  cr iminal  prosecut ion.  
 
The  reg is t rat ion o f  the  data  sub j ect  wi th voluntary  d i sc losure  o f  personal  data  
serves  the  purpose  o f  the  data  contro l ler  to  o f fer  the  data  subjec t  content  or  
serv ices  which ,  due to  the  nature  o f  the  matter ,  can  only  be  o f fered  to  regi s tered  
users .  Reg i s tered  persons  are  f ree  to  modi fy  the  personal  data  prov ided dur ing  



reg i s t rat ion at  any  t ime  or  to  have them complete ly  de le ted  f rom the  database  o f  
the  data  contro l ler .  
 
The  data  contro l ler  sha l l  prov ide any  data  subj ec t  wi th  information on the  
personal  data  s tored  on the  data  subj ec t  a t  any  t ime upon reques t .  Furthermore ,  
the  data  contro l ler  sha l l  correc t  or  de le te  personal  data  a t  the  reques t  or  not ice  
o f  the  data  subj ec t ,  unless  th i s  i s  contrary  to  any  lega l  ob l igat ion to  re ta in  such  
data .  The  enti re  s ta f f  o f  the  data  contro l ler  sha l l  be  avai lab le  to  the  data  sub jec t  
as  contac t  persons  in  th i s  context .  
 
6 .  Subscript ion to  our News le t ter  
 
On the  webs i te  o f  JOINT ADVENTURES -  Wal ter  Heun,  users  are  g iven the  
opportuni ty  to  subscribe  to  the  news le t ter  o f  our  company.  The  personal  data  
t ransmi t ted  to  the  data  contro l ler  when order ing  the  news le t ter  i s  de termined  by  
the  input  mask  used  for  th i s  purpose .  
JOINT ADVENTURES -  Wal ter  Heun informs  i t s  cus tomers  and business  
par tners  about  the  company ' s  o f fers  a t  regu lar  interva ls  by  means  o f  a  
news le t ter .  The  news le t ter  o f  our  company can only  be  rece ived  by  the  person 
concerned  i f  (1)  the  person concerned  has  a  va l id  e-mai l  address  and  (2)  the 
person concerned  regi s ters  to  receive  the  news le t ter .  For  lega l  reasons ,  a  
conf i rmat ion e-mai l  in  the  double  opt- in  procedure wi l l  be  sent  to  the  e-mai l  
address  entered for  the  f i r s t  t ime  by  the person concerned  for  the purpose  o f  
sending  the  news le t ter .  This  conf i rmation e-mai l  i s  used  to  check  whether  the 
owner  o f  the  e-mai l  address  as  the  person concerned  has  author ised  receiv ing  the  
news le t ter .  
When reg i s tering  for  the  news le t ter ,  we  a l so  s tore  the IP  address  as s igned  by  the  
Internet  Serv ice  Prov ider  ( ISP)  to  the  computer  sys tem used  by  the  person 
concerned  at  the t ime o f  reg i s t rat ion as  we l l  as  the  date  and t ime of  reg i s t rat ion.  
The  co l lec t ion o f  thi s  data  i s  necessary  in  order  to  be  ab le  to  t race  the  (poss ib le)  
misuse o f  the  e-mai l  address  o f  a  data  sub j ec t  a t  a  la ter  po int  in  t ime  and  
there fore  serves  to  lega l ly  sa feguard  the  data  contro l ler .  
The  personal  data  co l lec ted  in  the  course  of  reg i s ter ing for  the  news le t ter  wi l l  be  
used exc lus ive ly  for  sending  our  news le t ter .  Furthermore,  subscribers  to  the  
news le t ter  could  be informed  by  e-mai l  i f  th i s  i s  necessary  for  the  operat ion o f  
the  news le t ter  serv ice  or  reg is t rat ion in  th is  respect ,  as  might  be  the  case  in  the  
event  o f  changes  to  the  news le t ter  o f fer ing  or  changes  to  the  technica l  
condi t ions .  The  personal  data  co l lec ted  as  par t  o f  the  news le t ter  service  wi l l  not  
be  passed  on to  th i rd  par t i es .  The subscript ion to  our  news le t ter  can  be  
cance l led  by  the  person concerned at  any  t ime .  The  consent  to  the  s torage  o f  
personal  data ,  which  the  person concerned has  g iven us  for  the  news le t ter  
d i spatch,  can  be  revoked  at  any  t ime .  For  the  purpose  o f  the  revocat ion o f  the 
consent  an  appropr iate  le f t  i s  in  each  new type  charac ter .  I t  i s  a lso  poss ib le  a t  
any  t ime  to  unsubscr ibe  f rom the  news le t ter  d ispatch  di rec t ly  on the  webs i te  o f  
the  data  contro l ler  or  to  inform the  data  contro l ler  o f  th i s  in  any  other  way .  
 
7 .  News le t ter  Track ing  
 
The  JOINT ADVENTURES -  Wal ter  Heun news le t ters  contain  so-ca l led  t rack ing  
p ixe l s .  A  pixe l -code  i s  a  miniature  graphic  that  i s  embedded in  e-mai l s  that  are  
sent  in  HTML format  to  enab le  log  f i l e  record ing  and analys i s .  Thi s  a l lows  



s ta t i s t ica l  eva luat ion o f  the  success  or  fa i lure  o f  onl ine  market ing  campaigns .  
Based  on the embedded  pixe l -code ,  JOINT ADVENTURES -  Wal ter  Heun can 
recognize  i f  and  when an e-mai l  was  opened  by  an  a f fec ted  person and  which 
l inks  in  the  e-mai l  were  accessed  by the  a f fec ted  person.  
Such  personal  data  col lec ted  v ia  the  t rack ing  p ixe l s  conta ined  in the  news le t ters  
are  s tored  and  eva luated  by  the  data  contro l ler  in  order  to  optimise  the  
news le t ter  d i spatch  and  to  adapt  the  content  o f  fu ture  news le t ters  even bet ter  to  
the  interes t s  o f  the  person concerned .  Thi s  personal  data  wi l l  not  be  passed  on to  
th i rd  par t ies .  Af fec ted  persons  are  ent i t led  a t  any  t ime  to  revoke the  re levant  
separate  dec larat ion o f  consent  submit ted  v ia  the  double  opt- in  procedure.  Af ter  
a  revocat ion these  personal  data  wi l l  be  de le ted  by  the  person respons ib le  for  the  
process ing .  JOINT ADVENTURES -  Wal ter  Heun automat ica l ly  interprets  a  
unsubscr ipt ion f rom the  rece ipt  o f  the  newsle t ter  as  a  wi thdrawal .  
 
8 .  Contac t  Poss ib i l i ty  v ia  the  Websi te  
 
The  webs i te  o f  JOINT ADVENTURES -  Walter  Heun conta ins ,  due  to  lega l  
regu lat ions ,  informat ion which  enab les  us  to  contac t  our  company quick ly  and  
e lec tronica l ly  and  to  communicate  d i rec t ly  wi th  us ,  which  a l so  inc ludes  a  genera l  
address  o f  the so-ca l led  e lec tronic  mai l  ( e-mai l  address ) .  I f  a  data  subj ec t  
contac ts  the  data  contro l ler  by  e-mai l  or  v ia  a  contac t  form,  the  personal  data  
t ransmi t ted  by  the  data  subj ec t  i s  automatica l ly  s tored .  Such personal  data  
t ransmi t ted  vo luntar i ly  by  a  data  sub j ec t  to  the  data  contro l ler  wi l l  be  s tored  for  
the  purposes  o f  process ing  or  contac t ing  the  data  sub j ect .  Thi s  personal  data  wi l l  
not  be  passed  on to  th i rd  par t i es .  
 
9 .  Rout ine  Dele t ion and  Block ing  o f  Personal  Data  
 
The  contro l ler  sha l l  process  and  s tore  the  personal  data  o f  the  data  subj ect  only  
for  the  per iod  o f  t ime necessary  to  achieve the  s torage  purpose  or  where  
prov ided for  by  the  European Direc t ive  or  Regulat ion Body or  any  other  
leg i s la tor  in  the laws  or  regu lat ions  to  which  the  contro l ler  i s  sub j ec t .  
 
I f  the  s torage  purpose no  longer  appl i es  or  i f  a  s torage  period prescr ibed  by  the  
European Direc t ive  and  Regulat ion Body or  another  competent  leg i s la tor  
expi res ,  the  personal  data  sha l l  be  b locked  or  de le ted  routine ly  and  in  
accordance  wi th  the  s ta tutory  provi s ions .  
 
10 .  Rights  o f  the  Data  Subj ec t  
 
a )  Right  to  conf i rmat ion 
Every  data  subjec t  sha l l  have  the  r ight ,  granted  by  the European Direc t ive  and  
Regulat ion Authori t i es ,  to  obta in  f rom the contro l ler  s ta tement  as  to  whether  
personal  data  re la t ing to  h im or  her  are  being  processed .  I f  a  data  subj ec t  wi shes  
to  exerc i se  th i s  r ight  o f  va l idat ion,  he  or  she  may at  any  t ime contac t  an  
employee  o f  the  contro l ler .  
 
b )  Right  o f  access  
Any person concerned  by  the process ing  o f  personal  data  has  the r ight ,  granted 
by  the  European Direc t ive  and  Regulat ion Body,  to  obtain  a t  any  t ime ,  f ree  o f  
charge ,  f rom the  contro l ler ,  informat ion on the  personal  data  re la t ing  to  h im 



which  have  been s tored  and  a  copy  o f  that  informat ion.  Furthermore ,  the  
European Data  Protect ion Supervi sor  has  granted  the  data  subj ec t  access  to  the  
fo l lowing  informat ion:  

-  the  purposes  o f  the  process ing 
-  the  categor ies  o f  personal  data  processed 
-  the  rec ip ients  or  categor ies  o f  rec ipients  to  whom the  personal  data  have  

been or  wi l l  be  d i sc losed ,  in  par t i cu lar ,  in  the  case  o f  recip ients  in  th i rd  
countr ies  or  internat ional  organi sat ions ,  i f  poss ib le ,  the  p lanned  durat ion 
for  which  the  personal  data  wi l l  be  s tored  or ,  i f  th is  i s  not  poss ib le ,  the  
cr i ter ia  for  determining  that  durat ion 

-  the  ex i s tence  o f  a  r ight  to  the  rec t i f i cat ion or  de le t ion o f  personal  data  
concerning  h im or  her  or  to  the  l imi tat ion o f  the  process ing  carr ied  out  by 
the  contro l ler  or  o f  a  r ight  to  ob jec t  to  such  process ing 

-  the  ex i s tence  o f  a  r ight  o f  appeal  to  a  superv i sory  authori ty  i f  the  personal  
data  are  not  co l lec ted f rom the  data  subj ec t :  A l l  ava i lab le  informat ion on 
the  or igin  o f  the  data  

-  the  ex i s tence  o f  automated  deci s ion-making ,  inc luding  profi l ing ,  in  
accordance  wi th  Art i c le  22(1)  and  (4)  o f  the  DS-GVO and ,  a t  l eas t  in  these  
cases ,  meaningfu l  informat ion on the  logic  invo lved ,  the  scope  and  the  
intended e f fec t s  o f  such  process ing  on the  data  subjec t  

The  data  subjec t  a l so  has  the  r ight  to  know whether  personal  data  have  been 
t rans ferred  to  a  thi rd  country  or  to  an  internat ional  organi sat ion.  I f  th i s  i s  the  
case ,  the  data  subj ec t  sha l l  a l so  have  the  r ight  to  obtain  informat ion on the  
appropr iate  sa feguards  in  connect ion wi th  the  t rans fer .  I f  a  data  subjec t  wi shes  
to  exerc i se  th i s  r ight  o f  access ,  he  or  she  may at  any  t ime  contac t  a  member  o f  
s ta f f  o f  the  contro l ler .  
 
( c )  Right  to  Rect i f icat ion 
Any person concerned  by  the process ing  o f  personal  data  has  the r ight ,  granted 
by  the  European Direc t ive  and  Regulat ion,  to  reques t  the  rec t i f i cat ion wi thout  
de lay  o f  inaccurate  personal  data  concerning  h im or  her .  Furthermore ,  the  data  
subj ec t  sha l l  have  the r ight ,  having  regard to  the  purposes  o f  the process ing ,  to  
reques t  the  complet ion o f  incomplete  personal  data ,  inc luding  by means  o f  a  
supplementary  s ta tement .  
I f  a  data  subj ec t  wi shes  to  exerci se  thi s  r ight  o f  rec t i f i cat ion,  he or  she  may at  
any  t ime contac t  a  member  o f  s ta f f  o f  the contro l ler .  
 
d )  Right  to  Dele t ion (r ight  to  be  forgot ten)  
Any person data  sub jec t  to  the  process ing  o f  personal  data  sha l l  have  the  r ight ,  
granted  by  the  European Direc t ive  and  Regulat ion,  to  obta in  f rom the  contro l ler  
the  erasure  wi thout  de lay  o f  the  personal  data  concerning  h im or  her ,  i f  one  o f  
the  fo l lowing  reasons  appl i es  and  i f  the  process ing i s  not  necessary :  

-  The personal  data  have  been co l lec ted  for  such purposes  or  have  been 
processed  for  the purposes  o f  

-  processed  in  any  other  way  for  which  they  are  no  longer  necessary .  The  
data  subj ec t  wi thdraws  h i s  consent  on which  the  process ing  was  based  
pursuant  to  Art .  6  para .  1  l e t ter  a  DS-GVO or  Art .  9  para .  2  l e t ter  a  DS-
GVO and  there  i s  no  other  lega l  bas is  for  the  process ing .  

-  The data  subjec t  ob j ec ts  to  the process ing  under  Art i c le  21(1)  DS-GVO 
and  there  are  no  overr id ing leg i t imate  reasons  for  the  process ing  or  the  
data  subj ec t  objec ts  to  the  process ing under  Art ic le  21(2)  DS-GVO. 



-  The personal  data  have  been processed  unlawfu l ly .  
-  The de le t ion o f  the personal  data  i s  necessary  to  fu l f i l  a  l ega l  ob l igat ion 

under  Union law or  the  law of  the  Member S tates  to  which  the  contro l ler  
i s  subj ec t .  

-  The personal  data  were  co l lec ted  in  re la t ion to  informat ion socie ty  
serv ices  o f fered  pursuant  to  Art .  8  para .  1  DS-GVO. 

I f  one  o f  the  above  reasons  appl i es  and a  data  sub j ec t  wi shes  to  have  personal  
data  s tored  at  JOINT ADVENTURES -  Wal ter  Heun de le ted ,  he  or  she  may at  any  
t ime  contac t  an  employee  o f  the  data  contro l ler .  The  employee  of  JOINT 
ADVENTURES -  Wal ter  Heun wi l l  ensure that  the  reques t  for  dele t ion i s  
compl ied  wi th  immediate ly .  
 
I f  the  personal  data  have  been made publi c  by  JOINT ADVENTURES -  Wal ter  
Heun and  i f  our  company i s  respons ib le  in  accordance  wi th  Art .  17  Par .  1  DS-
GVO,  JOINT ADVENTURES -  Wal ter  Heun,  tak ing  into  account  the  avai lab le  
technology  and  implementat ion cos ts ,  sha l l  take  appropr iate  measures ,  inc lud ing  
technica l  measures ,  to  inform other  persons  responsib le  for  data  process ing  who 
process  the publi shed personal  data  that  the  person concerned  has  reques ted  the  
de le t ion o f  a l l  l inks  to  th i s  personal  data  or  copies  or  rep l icat ions  o f  th is  
personal  data  f rom these  o ther  persons  respons ib le  for  data  process ing ,  insofar  
as  the  process ing  i s  not  necessary .  The  employee  o f  JOINT ADVENTURES -  
Wal ter  Heun wi l l  take the  necessary  s teps  in  ind iv idual  cases .   
 
( e )  Right  to  Limi tat ion o f  Process ing 
Any person data  sub jec t  to  the  process ing  o f  personal  data  has  the  r ight ,  granted  
by  the  European Direc t ive  and  Regulat ion,  to  reques t  the  contro l ler  to  l imi t  the 
process ing  i f  one o f  the  fo l lowing  condi t ions  i s  met :  

-  The accuracy  o f  the  personal  data  sha l l  be  contes ted by  the  data  subj ec t  
for  a  per iod  o f  t ime which  a l lows  the contro l ler  to  veri fy  the  accuracy  o f  
the  personal  data .  

-  The process ing  i s  unlawfu l  and  the  data  sub j ec t  re fuses  to  erase  the  
personal  data  and  instead  reques ts  that  the use  o f  the  personal  data  be  
res t r i c ted .  

-  The contro l ler  no  longer  needs  the  personal  data  for  the  purposes  o f  
process ing ,  but  the  data  subjec t  needs  them for  the  enforcement ,  
execut ion or  de fence  o f  l ega l  c la ims .  

-  The data  subjec t  has  lodged  an  objec t ion to  the  process ing  pursuant  to  
Art .  21  para .  1  DS-GVO and i t  i s  not  ye t  c lear  whether  the  leg i t imate  
reasons  o f  the  data  contro l ler  outweigh those  o f  the  data  sub jec t .  

I f  one  o f  the  above-ment ioned  condi t ions  i s  met  and  a  data  sub jec t  wi shes  to  
reques t  the  res t r ic t ion o f  personal  data  s tored  at  JOINT ADVENTURES -  Wal ter  
Heun,  he  may at  any  t ime  contac t  an  employee  o f  the  data  control ler .  The  
employee  o f  JOINT ADVENTURES -  Wal ter  Heun wi l l  arrange  for  the  process ing  
to  be  res t r i c ted .  
 
f )  R ight  to  Data  Trans ferab i l i ty  
Any data  subj ec t  involved  in  the  process ing o f  personal  data  has  the  r ight ,  
granted  by  the  European Direc t ive  and  Regulat ion,  to  obta in  the  personal  data  
concerning  h im or  her  prov ided  by  the data  subj ec t  to  a  contro l ler  in  a  
s t ructured ,  common and  machine-readab le  format .  I t  a l so  has  the  r ight  to  
communicate  these  data  to  another  contro l ler  wi thout  be ing h indered  by  the  



contro l ler  to  whom the  personal  data  have  been provided ,  as  long  as  the  
process ing  i s  based  on the  consent  pursuant  to  Art .  6  (1)  a  DS-GVO or  Art .  9  
(2a)  DS-GVO or  on a  contrac t  pursuant  to  Art .  6  para .  1  l e t ter  b  DS-GVO and 
the  process ing  i s  carri ed  out  by automated means ,  as  long  as  the  process ing  i s  
not  necessary  for  the per formance  o f  a  task  in  the  publ i c  interes t  or  in  the  
exerc i se  o f  o f f i c ia l  author i ty  as s igned to  the  contro l ler .  
 
Furthermore ,  when exerc i s ing h i s  r ight  to  data  t rans ferab i l i ty  pursuant  to  Art .  
20  (1)  DS-GVO,  the data  sub jec t  sha l l  have  the  r ight  to  obta in that  the  personal  
data  be  t rans ferred  direc t ly  f rom one  data  contro l ler  to  another  data  contro l ler  
insofar  as  thi s  i s  t echnica l ly  feas ib le  and  insofar  as  th is  does  not  impai r  the  
r ights  and f reedoms  of  o ther  persons .  
In  order  to  asser t  the  r ight  to  data  t rans fer ,  the  person concerned  can contac t  an  
employee  o f  JOINT ADVENTURES -  Wal ter  Heun at  any  t ime.  
 
(g)  Right  o f  Appeal  
Any person data  sub jec t  to  the  process ing  o f  personal  data  has  the  r ight ,  granted  
by  the  European d i rect ive  and regu lat ion maker ,  to  ob jec t  a t  any  t ime ,  for  
reasons  re la ted  to  h is/her  par t i cu lar  s i tuat ion,  to  the  process ing  o f  personal  data  
concerning  h im/her  on the  bas is  o f  Art ic le  6(1) (e)  or  ( f )  o f  the  DS-GVO.  This  
a l so  appl i es  to  prof i l ing  based on these  prov i s ions .  
 
JOINT ADVENTURES -  Wal ter  Heun wi l l  no  longer  process  personal  data  in  the  
event  o f  ob j ect ion,  unless  we  can prove  compel l ing  grounds  for  process ing  
worthy  o f  protec t ion which  outweigh  the  interes t s ,  r ights  and f reedoms  of  the  
data  subj ec t ,  or  the  process ing  serves  to  asser t ,  exerc ise  or  de fend  lega l  c la ims .  
 
I f  JOINT ADVENTURES -  Wal ter  Heun processes  personal  data  in  order  to  carry  
out  di rec t  adver t i s ing ,  the  person concerned  has  the  r ight  to  objec t  a t  any  t ime  
to  the  process ing o f  personal  data  for  the  purpose  o f  such adver t i s ing .  This  a l so  
appl i es  to  prof i l ing  as  far  as  i t  i s  connected wi th  such  d i rec t  adver t i s ing .  I f  the  
data  subj ec t  objec ts  to  process ing  for  di rect  adver t i s ing purposes  by  JOINT 
ADVENTURES -  Wal ter  Heun,  JOINT ADVENTURES -  Wal ter  Heun wi l l  no  
longer  process  the  personal  data  for  these  purposes .  
 
In  addi t ion,  the  data  subj ec t  has  the  r ight  to  objec t  to  the  process ing  o f  personal  
data  concerning  him/her  by  JOINT ADVENTURES -  Wal ter  Heun for  sc ient i f i c  
or  h i s tor ica l  research purposes  or  for  s ta t i s t i ca l  purposes  pursuant  to  Art .  89  
Para .  1  DS-GVO for  reasons  ar i s ing  f rom hi s  par t i cu lar  s i tuat ion,  unless  such  
process ing  i s  necessary  for  the  per formance o f  a  task  in  the  publ ic  interes t .  
In  order  to  exerci se  the  r ight  to  obj ec t ,  the  data  sub jec t  may  contac t  any  JOINT 
ADVENTURES -  Wal ter  Heun employee  or  another  employee  d i rec t ly .  The  data  
subj ec t  i s  a l so  f ree  to  exerc i se  hi s  r ight  o f  ob j ec t ion in  connect ion wi th  the  use  
o f  informat ion soc ie ty  communicat ions  serv ices ,  notwi ths tanding  Direc t ive  
2002/58/EC,  by  means  o f  automated  procedures  us ing  technica l  spec i f icat ions .  
 
(h)  Automated Case-by-Case  Dec is ions  includ ing  Prof i l ing 
Any person data  sub jec t  to  the  process ing  o f  personal  data  has  the  r ight  under  
the  European Direc t ive  and  Regulat ion not  to  be  subjec t  to  a  deci s ion based  
so le ly  on automated process ing ,  inc luding  prof i l ing ,  which  produces  lega l  e f fec t s  
upon him or  her  or  s igni f i cant ly  a f fec t s  h im or  her  in  a  s imi lar  manner ,  prov ided  



that  the  deci s ion (1)  i s  not  necessary  for  the  conc lusion or  per formance  o f  a  
contrac t  be tween the  data  subj ec t  and  the  data  contro l ler ,  or  (2)  i s  authori sed  by 
Union or  nat ional  law or  by  the  Member  S tates  to  which  the  data  contro l ler  i s  
subj ec t  and which prov ides  for  adequate  measures  to  sa feguard  the  r ights  and  
f reedoms  and the  leg i t imate  interes ts  o f  the  data  sub j ect ,  or  (3)  i s  taken wi th  the 
express  consent  o f  the  data  sub j ect .  
 
I f  the  dec is ion (1)  i s  necessary  for  the  conc lus ion or  per formance  o f  a  contrac t  
be tween the  data  sub jec t  and  the  data  contro l ler  or  (2)  i s  taken wi th  the  express  
consent  o f  the  data  sub j ec t ,  JOINT ADVENTURES -  Wal ter  Heun shal l  take  
appropr iate  measures  to  sa feguard the  r ights ,  f reedoms  and  legi t imate  interes ts  
o f  the  data  subj ec t ,  inc lud ing at  l eas t  the  r ight  to  have  the  data  contro l ler  
intervene ,  to  present  h i s  or  her  point  o f  v i ew and  to  contes t  the dec is ion.  
 
I f  the  data  sub j ec t  wishes  to  exerci se  r ights  re la t ing  to  automated dec is ions ,  he  
or  she  may at  any  t ime  do  so  by contac t ing an  employee  o f  the  data  contro l ler .  
 
i )  R ight  to  wi thdraw consent  under  Data  Protec t ion Law 
Any person concerned  by  the process ing  o f  personal  data  has  the r ight ,  granted 
by  the  European d i rect ive  and regu lat ion maker ,  to  revoke consent  to  the  
process ing  o f  personal  data  a t  any  t ime.  
I f  the  data  sub j ec t  wishes  to  exerci se  hi s  or  her  r ight  to  wi thdraw consent ,  he  or  
she  may at  any  t ime do  so  by  contac t ing  an  employee  o f  the  contro l ler .  
 
11 .  Data  Protec t ion for  Appl icat ions  and  in  the  Appl icat ion Process   
  
The  data  contro l ler  co l lec t s  and  processes  the  personal  data  o f  appl i cants  for  the  
purpose  o f  process ing the  appl i cat ion procedure .  Process ing  may a l so  be  carr i ed  
out  e lec tronica l ly .  Thi s  i s  par t i cu lar ly  the  case  i f  an  appl i cant  submits  the 
re levant  appl i cat ion documents  e lec tronica l ly ,  for  example  by  e-mai l  or  v ia  a  
web  form on the websi te ,  to  the data  control ler .  I f  the  data  contro l ler  conc ludes  
an  employment  contrac t  wi th  an  appl i cant ,  the  data  t ransmi t ted  sha l l  be  s tored  
for  the  purpose o f  process ing  the  employment  re la t ionship  in  compl iance  wi th  
the  s ta tutory  prov is ions .  I f  the  contro l ler  does  not  conc lude a  contrac t  o f  
employment  wi th  the  appl i cant ,  the  appl i cat ion documents  sha l l  be  automat ica l ly  
de le ted  two months  a f ter  not i f i cat ion o f  the  re j ec t ion dec i s ion,  unless  de le t ion 
conf l i c t s  wi th  any  other  leg i t imate  interes t s  o f  the  contro l ler .  Other  leg i t imate  
interes t s  in  th is  sense inc lude,  for  example ,  a  duty  to  provide  evidence  in  
proceedings  under  the  Genera l  Equal  Treatment  Act  (Al lgemeines  
Gle ichbehandlungsgese tz  -  AGG) .  
 
12 .  Pr ivacy  Poli cy  Regard ing  the  Use  o f  Facebook 
 
The  data  contro l ler  has  integrated  Facebook  components  on th is  websi te .  
Facebook  i s  a  soc ia l  network .  
A  soc ia l  network  i s  a  soc ia l  meet ing point  operated  on the  Internet ,  an  onl ine  
communi ty  that  usual ly  enab les  users  to  communicate  wi th each  other  and  
interac t  in  v i r tua l  space .  A  socia l  network can serve  as  a  p la t form for  the  
exchange  o f  opinions  and  exper iences  or  enab les  the  Internet  communi ty  to  
prov ide  personal  or  company-re la ted  informat ion.  Facebook  enab les  users  o f  the  



soc ia l  network  to  create  pr ivate  profi les ,  upload  photos  and  network  v ia  f r i end  
reques ts .  
The  operat ing  company of  Facebook  i s  Facebook,  Inc .  1  Hacker  Way,  Menlo  
Park ,  CA 94025 ,  USA.  The  person responsib le  for  process ing personal  data  i s  
Facebook  Ire land  Ltd . ,  4  Grand  Canal  Square ,  Grand  Canal  Harbour ,  Dubl in 2 ,  
I re land  i f  a  person concerned  l ives  outs ide  the  USA or Canada.  
Each  t ime  one  o f  the  ind ividual  pages  o f  this  webs i te  i s  accessed ,  operated  by  the  
data  contro l ler  and  on which  a  Facebook  component  (Facebook  p lug- in)  has  been 
integrated ,  the  Internet  browser  on the  informat ion technology  sys tem of  the  
data  subj ec t  i s  automat ica l ly  prompted  by  the  respect ive  Facebook  component  to  
download a  representat ion o f  the  corresponding  Facebook  component  f rom 
Facebook .  A  complete  overv iew of  a l l  Facebook  p lug- ins  can be  found  at  
ht tps : / /deve lopers . facebook.com/docs/p lugins /? loca le=de_DE As par t  o f  th i s  
technica l  process ,  Facebook obtains  informat ion about  which spec i f i c  subpage o f  
our  webs i te  i s  v is i ted  by  the  person concerned .  
I f  the  person concerned  is  logged  into Facebook at  the  same t ime,  Facebook  
recognizes  which  speci f i c  page  o f  our  websi te  the  person concerned  is  v i s i t ing  
each  t ime  the  person v i s i t s  our  websi te  and for  the  ent i re  durat ion o f  the  
person ' s  s tay  on our  webs i te .  Thi s  informat ion is  co l lec ted  by  the  Facebook  
component  and  ass igned  by  Facebook  to  the  respect ive  Facebook account  o f  the 
person concerned .  I f  the  person concerned c l i cks  one  o f  the  Facebook buttons  
integrated  on our  webs i te ,  for  example  the  "Like"  but ton,  or  i f  the  person 
concerned  makes  a  comment ,  Facebook  ass igns  th i s  informat ion to  the  personal  
Facebook  user  account  o f  the  person concerned  and  s tores  thi s  personal  data .  
 
Facebook  receives  informat ion through the Facebook  component  that  the  
ind iv idual  concerned  has  v is i ted  our  webs i te  whenever  the individual  concerned  
i s  logged  into  Facebook  at  the  same t ime as  access ing  our  webs i te ,  whether  or  
not  the  ind iv idual  c l icks  on the  Facebook  component .  I f  the  data subjec t  does  
not  want  th i s  informat ion to  be  t rans ferred to  Facebook  in  thi s  way ,  he  or  she  
can prevent  the  t rans fer  by  logg ing out  o f  hi s  or  her  Facebook  account  be fore  
access ing our  websi te .  
 
Facebook 's  pub l i shed  pr ivacy  po l icy ,  ava i lab le  a t  h t tps : / /de-
de . facebook .com/about/  pr ivacy/ ,  d i sc loses  Facebook ' s  co l lec t ion,  process ing  and  
use  o f  personal  informat ion.  I t  a l so  expla ins  what  se t t ings  Facebook of fers  to  
protec t  the  pr ivacy  o f  the  person concerned .  In  addi t ion,  various  appl i cat ions  
are  avai lab le  that  make  i t  poss ib le  to  suppress  data  t ransmiss ion to  Facebook.  
Such  appl i cat ions  can be  used  by  the  data  sub j ec t  to  suppress  data  t ransmiss ion 
to  Facebook.  
 
13 .  Pr ivacy  Poli cy  regard ing  the  Use  and  Appl icat ion o f  Google+ 
 
The  data  contro l ler  has  integrated  the  Google+ but ton as  a  component  on th i s  
webs i te .  Google+ is  a  so-ca l led  socia l  network .  A socia l  network  i s  a  socia l  
meet ing  point  operated  on the  Internet ,  an  onl ine  communi ty  that  usual ly  
enab les  users  to  communicate  wi th  each  other  and  interac t  in  v ir tua l  space .  A 
soc ia l  network  can serve  as  a  p la t form for  the  exchange  o f  opinions  and  
exper iences  or  enab les  the  Internet  communi ty  to  prov ide  personal  or  company-
re la ted  informat ion.  Google+ enab les  users  o f  the  soc ia l  network  to  create  
pr ivate  prof i les ,  upload  photos  and  network  v ia  f r i endship  reques ts .  



 
Google+ is  operated  by  Google  I re land  Limited ,  Gordon House ,  Barrow S tree t ,  
Dublin ,  D04 E5W5,  Ire land .  
Each  t ime one  o f  the  ind ividual  pages  on thi s  webs i te  i s  accessed  by  the  data  
contro l ler  and  a  Google+ but ton has  been integrated  into  i t ,  the  Internet  browser  
on the  data  subj ec t ' s  informat ion technology  sys tem is  automat ica l ly  prompted  
by  the  Google+ but ton to  download  a  d i sp lay  o f  the  Google+ button in  ques t ion 
f rom Google .  As  par t  o f  th i s  technica l  process ,  Google  obta ins  informat ion as  to  
which  spec i f ic  subpage  o f  our  websi te  i s  v i s i ted  by  the  person concerned .  More 
deta i led  informat ion on Google+ can be  found  at  
ht tps : / /deve lopers .google .com/+/ .  
 
I f  the  person concerned  is  logged  into Google+ at  the  same t ime,  Google  
recognizes  which  speci f i c  page  o f  our  websi te  the  person concerned  is  v i s i t ing  
each  t ime  the  person concerned  accesses  our  webs i te  and for  the ent i re  durat ion 
o f  that  person 's  v i s i t  to  our  websi te .  Thi s  informat ion i s  co l lec ted  by  the 
Google+ but ton and  ass igned  by  Google  to  the  respect ive  Google+ account  o f  the  
person concerned .  
 
I f  the  person concerned  ac t ivates  one o f  the  Google+ but tons  integrated  on our  
webs i te  and  thus  makes  a  Google+1  recommendat ion,  Google  ass igns  thi s  
informat ion to  the personal  Google+ user  account  o f  the  person concerned  and 
saves  thi s  personal  data .  Google  s tores  the  data  subj ec t ' s  Google+1  
recommendat ion and  makes  i t  pub l ic ly  ava i lab le  in  accordance  wi th  the  data  
subj ec t ' s  accepted  terms  and  condi t ions .  A  Google+1  recommendat ion made  by 
the  data  sub j ec t  on thi s  webs i te  wi l l  subsequent ly  be  s tored  and  processed  
together  wi th o ther  personal  data ,  such  as  the  name of  the  Google+1  account  
used by  the  data  sub jec t  and  the  photo  s tored  in  thi s  account ,  in  o ther  Google  
serv ices ,  such  as  the  search  engine  resu l ts  of  the  Google  search  engine ,  the  
Google  account  o f  the data  sub j ec t  or  e l sewhere ,  for  example  on webs i tes  or  in  
connect ion wi th  adver t i sements .  Google  i s  a l so  ab le  to  l ink  a  v i s i t  to  th is  webs i te  
wi th  o ther  personal  data  s tored  by  Google .  Google  a l so  records  th i s  personal  
informat ion for  the  purpose  o f  improv ing  or  opt imis ing  Google ' s  var ious  
serv ices .  
Google  receives  informat ion f rom the  Google+ but ton that  the  data  sub jec t  has  
v i s i ted  our  websi te  whenever  he  or  she  i s  s imul taneous ly  logged  in  to  Google+ 
when you  v i s i t  our  webs i te ;  th i s  happens  whether  or  not  the  data subj ec t  c l i cks  
the  Google+ but ton.  
 
I f  the  data  sub j ec t  does  not  want  h is  or  her  personal  data  to  be  trans ferred  to  
Google ,  he  or  she may prevent  such  t rans fer  by  logg ing out  o f  hi s  or  her  Google+ 
account  be fore  v i s i t ing  our  webs i te .  
Further  informat ion and  the  va l id  data  protec t ion regu lat ions  o f  Google  can be  
ca l led  up  under  ht tps : / /www.google .de/ int l /de/pol i c i es /pr ivacy/  Further  
informat ion f rom Google  about  the Google+1  but ton can be  found  at  
ht tps : / /deve lopers .google .com/+/web/but tons-pol i cy.  
 
14 .  Pr ivacy  Poli cy  regard ing  the  Use  and  Appl icat ion o f  Ins tagram 
 
The  data  contro l ler  has  integrated  components  o f  the  Ins tagram serv ice  on thi s  
webs i te .  Ins tagram i s  a  serv ice  that  qual i f i es  as  an  audiov i sual  p la t form that  

https://developers.google.com/+/web/buttons-policy


a l lows  users  to  share  photos  and  v ideos  and  a l so  to  di s t r ibute  such  data  on other  
soc ia l  networks .  Ins tagram' s  serv ices  are  operated  by  Facebook  Ire land  Ltd ,  4  
Grand  Canal  Square ,  Grand  Canal  Harbour,  Dubl in  2  I re land .  
 
Each  t ime  one  o f  the  ind ividual  pages  o f  this  webs i te  i s  accessed  by  the  data  
contro l ler  and  an Ins tagram component  ( Ins ta  but ton)  has  been integrated ,  the  
Internet  browser  on the  data  sub j ec t ' s  informat ion technology  sys tem i s  
automat ica l ly  prompted  by  that  Ins tagram component  to  download  a  
representat ion o f  that  Ins tagram component .  As  par t  o f  th is  technica l  process ,  
Ins tagram i s  informed  of  which  spec i f i c  subpage  o f  our webs i te  i s  v i s i ted  by  the  
person concerned .  
 
I f  the  person concerned  is  logged  into Ins tagram at  the  same t ime,  Ins tagram 
recognizes  which  speci f i c  page  the person concerned  is  v i s i t ing  each  t ime  the  
person v i s i ts  our  webs i te  and  for  the  ent i re  durat ion o f  that  person ' s  s tay  on our  
webs i te .  Thi s  informat ion is  co l lec ted  by  the  Ins tagram component  and  ass igned  
by  Ins tagram to  the  Ins tagram account  o f  the  person concerned .  I f  the  data  
subj ec t  c l i cks  on one o f  the  Ins tagram but tons  integrated  on our websi te ,  the  
data  and  informat ion t ransmi t ted  i s  ass igned  to  the personal  Ins tagram user  
account  o f  the  data  sub j ec t  and  s tored and processed  by  Ins tagram.  
Ins tagram rece ives  informat ion f rom the  Ins tagram component  that  the  person 
concerned  has  v i s i ted  our  s i te  whenever  they  are  logged  into  Instagram at  the  
same t ime as  they  v is i t  our  s i te ,  regard less  o f  whether  or  not  they  c l i ck  on the  
Ins tagram component .  I f  the  data  sub jec t  does  not  want  Ins tagram to  rece ive  thi s  
informat ion,  they  can prevent  the  t ransmiss ion by  logg ing  out  o f  the i r  Ins tagram 
account  be fore  access ing  our  websi te .  
 
For  more  informat ion and  to  rev iew Ins tagram' s  current  privacy  po l i c i es ,  p lease  
v i s i t  h t tps : / /he lp . ins tagram.com/155833707900388  and  
ht tps : / /www. ins tagram.com/about/ lega l /pr ivacy/  
 
15 .  Pr ivacy  Poli cy  regard ing  the  Use  and  Appl icat ion o f  Matomo 
 
The  data  contro l ler  has  integrated  the  Matomo component  on thi s  webs i te .  
Matomo is  an  open source  so f tware  too l  for  web  analys i s .  Web  analys i s  i s  the  
co l lec t ion,  co l lec t ion and  eva luat ion o f  data  about  the  behavior  o f  v is i tors  to  
Internet  s i tes .  A  web  analys i s  too l  co l lec ts  data  on,  among other  th ings ,  f rom 
which  websi te  a  person concerned  came to  a  webs i te  ( so-ca l led  re ferrer) ,  which 
subpages  o f  the  websi te  were  accessed or  how of ten  and  for  how long  a  subpage  
was  v iewed .  A web  analys i s  i s  mainly  used  to  opt imise  a  webs i te  and  to  analyse  
the  cos ts  and  benef i t s  o f  Internet  adver t i s ing .  
 
The  so f tware  i s  operated  on the  server  o f  the  data  contro l ler ,  the  data  protec t ion 
sens i t ive  log f i l e s  are  s tored  exc lus ive ly  on th i s  server .  
 
The  purpose  o f  the  Matomo component  i s  to  analyse  the  f low of  v i s i tors  to  our  
webs i te .  The data  contro l ler  uses  the  data  and  informat ion obta ined ,  among 
other  th ings ,  to  eva luate  the  use  o f  th i s  webs i te  in  order  to  compi le  onl ine  
reports  showing  the ac t iv i t i es  on our  webs i te .  
 

https://www.instagram.com/about/legal/privacy/


Matomo places  a  cookie  on the  data  sub jec t ' s  informat ion technology  sys tem.  
What  cookies  are  has  a l ready  been expla ined  above .  The  use  o f  cookies  enab les  
us  to  analyse  the  use  o f  our  websi te .  Each  t ime  one  o f  the individual  pages  o f  
th i s  websi te  i s  accessed ,  the  Matomo component  automat ica l ly  prompts  the  
Internet  browser  on the  data  sub j ec t ' s  informat ion technology  sys tem to  t ransmi t  
data  to  our server  for  onl ine  analys i s .  As  par t  o f  th i s  technica l  process ,  we  ga in  
knowledge o f  personal  data ,  such as  the  IP address  o f  the person concerned ,  
which  we use ,  among other  th ings ,  to  t rack  the  or igin  o f  v i s i tors  and  c l i cks .  
Personal  informat ion such  as  the  access  t ime ,  the  locat ion f rom which  an  access  
or ig inated and  the  f requency  o f  v i s i t s  to  our  websi te  are  s tored  by  means  o f  
cookies .  Each t ime  you  v i s i t  our  websi te ,  thi s  personal  data ,  inc lud ing  the  IP  
address  o f  the Internet  connect ion used  by  the  person concerned,  i s  t rans ferred  
to  our  server .  This  personal  data  i s  s tored  by  us .  We do  not  pass  th i s  personal  
data  on to  thi rd  par t ies .  
 
The  person concerned can prevent  the  se t t ing  o f  cookies  by  our  Internet  s i te ,  as  
a l ready  described  above ,  a t  any  t ime by  means  o f  an  appropr iate  se t t ing  o f  the 
Internet  browser  used and  thus  permanent ly  ob jec t  to  the se t t ing  o f  cookies .  
Such  a  se t t ing  o f  the  Internet  browser  used  would  a l so  prevent  Matomo from 
se t t ing  a  cookie  on the  informat ion technology  sys tem of  the  person concerned .  
In  addi t ion,  a  cookie  a l ready  se t  by  Matomo can be  de le ted  a t  any  t ime v ia  an  
Internet  browser  or  other  so f tware  programs .  
Furthermore ,  the  data subj ec t  may  ob j ec t  to  the  co l lec t ion o f  data  generated  by  
Matomo in  connect ion wi th  the  use  o f  th i s  webs i te  and  prevent  such  co l lec t ion.  
For  th is  purpose ,  the  person concerned  must  se t  "Do Not  Track"  in  your  browser .  
With  the  se t t ing  o f  the  opt-out  cookie ,  however ,  i t  i s  poss ib le  that  the  Internet  
pages  o f  the  person respons ib le  for  process ing  may no  longer  be  fu l ly  usab le  by  
the  data  sub j ec t .  
Further  informat ion and  the  va l id  data  protec t ion regu lat ions  o f  Matomo can be  
found  at  ht tps : / /matomo.org/pr ivacy/  .  
 
16 .  Payment  Serv ice  Prov ider :   
 
Wi thin  the  f ramework  o f  contrac tua l  and  other  lega l  re la t ionships ,  on  the bas i s  
o f  s ta tutory  ob l igat ions  or  o therwise  on the  bas is  o f  our  leg i t imate  interes t s ,  we  
o f fer  the  persons  concerned  e f f i c i ent  and  secure  payment  opt ions  and  use  o ther  
payment  serv ice  providers  in  addi t ion to  banks  and  credi t  inst i tut ions  ( together  
re ferred  to  as  "payment  serv ice  prov iders " ) .  
The  data  processed  by  the  Payment  Serv ice  Providers  inc ludes  s tock  data ,  such  as  
name and  address ,  bank  data ,  such  as  account  or  cred i t  card  numbers ,  
passwords ,  TANs and checksums ,  as  we l l  as  contrac t ,  sum and  rec ip ient  deta i l s .  
The  informat ion i s  requi red  to  complete  the  t ransact ions .  However ,  the  data  
entered  wi l l  only  be  processed  and  s tored  by  the  payment  serv ice  prov iders .  Thi s  
means  that  we  do not  rece ive  any  account-  or  credi t  card-re la ted informat ion,  
but  only  information wi th  confi rmat ion or  negat ive  information about  the  
payment .  Under  cer tain  c i rcumstances ,  the  data  may be  t ransmi t ted  by  the 
payment  serv ice  provider  to  credi t  agenc ies .  The  purpose  o f  thi s  t ransmiss ion is  
to  check  ident i ty  and cred i tworthiness .  P lease  re fer  to  the  genera l  t erms  and  
condi t ions  and  the  data  protec t ion informat ion o f  the  payment  serv ice  providers .  
For  payment  t ransact ions ,  the  terms and  condi t ions  and  the  data  protec t ion 
not ices  o f  the  respect ive  payment  serv ice  prov iders  apply ,  which can be  accessed 



within  the respect ive  webs i tes  or  t ransac t ion appl i cat ions .  We a lso  re fer  to  these  
for  the  purpose o f  further  informat ion and asser t ion o f  revocat ion,  informat ion 
and  other  r ights  a f fected .  

-  Processed  data  types :  inventory  data  (e .g .  names ,  addresses) ,  payment  data  
(e .g .  bank deta i ls ,  invoices ,  payment  h i s tory) ,  contrac t  data  (e .g .  subj ec t  
o f  contrac t ,  t erm,  customer  category) ,  usage  data  (e .g .  websi tes  v i s i ted ,  
interes t  in  content ,  access  t imes) ,  meta/communicat ion data  (e .g .  dev ice  
informat ion,  IP  addresses ) .  

-  Data  subj ec ts :  Cus tomers ,  interes ted  par t ies .  
-  Purposes  o f  process ing :  Contrac tua l  serv ices  and  serv ice .  
-  Legal  bas i s :  Contrac t  per formance  and  pre-contrac tua l  enquiri es  (Art .  6  

para .  1  sentence  1  l i t .  b .  DSGVO),  l egi t imate  interes t s  (Art .  6  para .  1  
sentence  1  l i t .  f .  DSGVO).  

-  Services  used  and  serv ice  providers :  
-   K larna  /  Sofor tüberwei sung :  payment  serv ices ;  s erv ice  providers :  K larna  

Bank  AB (publ) ,  Sveavägen 46 ,  111  34  S tockholm,  Sweden;  Websi te :  
h t tps : / /www.k larna .com/de ;  Privacy  po l i cy:  
h t tps : / /www.k larna .com/de/datenschutz .  

-  Str ipe :  payment  serv ices ;  serv ice  provider :  S t r ipe ,  Inc .  510 Townsend  
S tree t ,  San Franc i sco ,  CA 94103 ,  USA;  Webs i te :  h t tps : / /s t r ipe .com/de ;  
Pr ivacy  Pol icy :  h t tps : / /s t r ipe .com/de/pr ivacy .  

 
17 .  Lega l  Bas i s  for  the  Process ing 
 
Art .  6  I  l i t .  a  DS-GVO serves  our  company as  a  l ega l  bas i s  for  process ing  
operat ions  in  which  we  obta in  consent  for  a  spec i f ic  process ing purpose .  I f  the  
process ing  o f  personal  data  i s  necessary  for  the  per formance  o f  a  contrac t  to  
which  the  data  sub j ect  i s  a  par ty ,  as  i s  the  case ,  for  example ,  wi th process ing  
operat ions  that  are  necessary  for  the  de l ivery  o f  goods  or  the  prov i s ion o f  o ther  
serv ices  or  considerat ion,  the  process ing  i s  based  on Art .  6  I  l i t .  b  DS-GVO.  The 
same shal l  apply  to  such  process ing  operat ions  which  are  necessary  for  the  
implementat ion o f  pre-contrac tua l  measures ,  for  example  in  cases  o f  inquiri es  
regard ing  our  products  or  serv ices .  I f  our  company i s  sub jec t  to  a  l ega l  
ob l igat ion which requires  the  process ing  o f  personal  data ,  such  as  for  the  
fu l f i lment  o f  tax  ob l igat ions ,  the  process ing  i s  based on Art .  6  I  l i t .  c  DS-GVO.  
In  rare  cases ,  the  process ing o f  personal  data  may  become necessary  in  order  to  
protec t  the  v i ta l  interes t s  o f  the data  subjec t  or  another  natura l  person.  Thi s  
would  be  the  case ,  for  example ,  i f  a  v is i tor  to  our  s i te  were  injured  and  hi s  name,  
age ,  hea l th  insurance  informat ion or  o ther  v i ta l  informat ion would  have  to  be  
d i sc losed  to  a  doctor ,  hospi ta l  or  o ther  thi rd  par ty .  Then the process ing would  
be  based  on Art .  6  I  l i t .  d  DS-GVO.  Ul t imate ly ,  process ing  operat ions  could  be  
based  on Art .  6  I  l i t .  f  DS-GVO. Process ing  operat ions  that  are  not  covered  by  
any  o f  the  a forement ioned  lega l  bases  are  based  on thi s  l ega l  bas is  i f  the  
process ing  i s  necessary  to  sa feguard a  leg i t imate  interes t  o f  our  company or  a  
th i rd  par ty ,  prov ided  that  the  interes ts ,  fundamenta l  r ights  and fundamenta l  
f reedoms  of  the  data  subj ec t  do  not  predominate .  Such process ing  operat ions  are  
permi t ted  to  us  in  part i cu lar  because  they  have  been spec i f ica l ly  ment ioned  by  
the  European leg i s la tor .  In  th i s  respect ,  i t  took  the v iew that  a  leg i t imate  interes t  
cou ld  be  assumed i f  the  data  sub j ec t  i s  a  cus tomer  o f  the  data  contro l ler  ( rec i ta l  
47  sentence  2  DS-GVO).  
 

https://stripe.com/de/privacy


18 .  Leg i t imate  Interest s  in  the  Process ing pursued  by  the Contro l ler  or  by  a  
Third  Par ty 
I f  the  process ing  o f  personal  data  i s  based  on Art ic le  6  I  l i t .  f  DS-GVO,  our  
leg i t imate  interes t  i s  the  conduct  o f  our  bus iness  for  the  benef i t  o f  a l l  our  
employees  and  shareholders .  
 
19 .  Durat ion for  which  the  Personal  Data  are  S tored 
The  cr i ter ion for  the  durat ion o f  the  s torage  o f  personal  data  i s  the  respect ive  
lega l  re tent ion per iod.  Af ter  thi s  period has  expi red ,  the  corresponding  data  wi l l  
be  routine ly  de le ted  unless  they  are  no  longer  requi red  for  the fu lf i lment  or  
in i t i a t ion o f  the  contrac t .  
 
20 .  Lega l  or  o ther  contrac tua l  Requirements  re la t ing  to  the submiss ion o f  
personal  data ;  the  need  to  conc lude  a  contrac t ;  the  ob l igat ion o f  the  data  sub jec t  
to  submit  the  personal  data ;  the  poss ib le  consequences  o f  not  submit t ing  the  
data  
 
We wi l l  inform you  that  the  submiss ion o f  personal  data  i s  par t ly  requi red  by  
law (e .g .  tax  regu lat ions)  or  may  resu l t  f rom contrac tua l  regu lat ions  (e .g .  
informat ion on the  contrac tua l  par tner) .  Somet imes  i t  may  be  necessary  for  a  
contrac t  to  be  conc luded  that  a  person concerned  makes  personal  data  avai lab le  
to  us  which  must  subsequent ly  be  processed by  us .  For  example ,  the  data  sub j ec t  
i s  ob l iged  to  prov ide  us  wi th  personal  data  i f  our  company conc ludes  a  contrac t  
wi th  h im or  her .  Fa i lure  to  prov ide  personal  data  would  mean that  the  contrac t  
could  not  be  conc luded  wi th  the  data  subj ect .  The  data  subj ec t  must  contac t  one  
o f  our  employees  be fore  prov id ing personal  data .  Our employee  wi l l  in form the  
data  subj ec t  on a  case-by-case  bas i s  whether  the  provi s ion o f  personal  data  i s  
requi red  by  law or  contrac t  or  i s  necessary  for  the  conc lus ion o f  a  contrac t ,  
whether  there  i s  an  ob l igat ion to  prov ide  the  personal  data  and  the  consequences  
o f  not  providing  the  personal  data .   
 
21 .  Exi s tence  o f  automated  deci s ion making  
 
As  a  respons ib le  company,  we  re fra in  f rom automat ic  dec is ion-making  or  
prof i l ing .  
 
Thi s  data  protec t ion dec larat ion was  created  by  the data  protec t ion dec larat ion 
generator  o f  the  DGD Deutsche  Gese l l schaft  für  Datenschutz  GmbH,  which ac ts  
as  the  external  data  protec t ion o f f i cer  for  Düsse ldorf ,  in  cooperat ion wi th  the  
Cologne  data  protec t ion lawyer  Chr i s t i an  So lmecke .  


